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Статус дисципліни Вибіркова (навчальна дисципліна базової підготовки) 
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Програма навчальної дисципліни 
1. Опис навчальної дисципліни, її мета, предмет вивчення та результати навчання 

Навчальна дисципліна «Технології Блокчейн» має сформувати у студентів компетенції, необ-
хідні для розв’язання практичних задач професійної діяльності, пов’язаної з роботою з блокчейн-
системами та систем розподіленого консенсусу. 

Метою навчальної дисципліни є ознайомлення студентів з сучасними технологіями і засо-
бами розробки криптовалютних систем; набуття ними практичних навичок роботи з  техно-
логіями та принципами, що лежать в їх основі, таких як криптографія, комп’ютерні мережі, те-
орія інформації та економіка. 

Предмет дисципліни – теоретичні та практичні основи створення та вивчення існуючого 
програмного коду для роботи з криптовалютними протоколами. 
  

http://rozklad.kpi.ua/
file:///C:/Users/Alexandre/AppData/Local/Temp/bat/moodlemoot@i.ua
https://scs-kpi.pp.ua/course/view.php?id=323
https://campus.kpi.ua/


2 
 

2. Пререквізити та постреквізити дисципліни (місце в структурно-логічній схемі навчання за 
освітньою програмою) 

Пререквізити. Дисципліні «Технології Блокчейн» передують дисципліни , «Теорія інформації 
та кодування», «Економіка», та «Комп’ютерні мережі» навчального плану ОКР «Бакалавр» та 
дисципліна «Криптографія» освітньо-наукової підготовки магістрів навчального плану другого 
магістерського рівня вищої освіти за спеціалізацією «Спеціалізовані комп’ютерні системи». 

Постреквізити. Результати вивчення дисципліни не будуть використовуватися при  ви-
вченні наступних дисциплін в останньому семестрі підготовки магістрів. 

3. Зміст навчальної дисципліни 

Тема 1. Вступ. Економічні та ідеологічні причини виникнення Біткойну. Гроші. Примітивні 
гроші. Гроші як метал. Гроші як гарантія від держави. Стабільна валюта. 

Тема 2. Що таке Біткойн. Історія Біткойну. Користувачі Біткойну. 
Тема 3. Як працює Біткойн. Транзакції. Блоки. Майнінг. Блокчейн. 
Тема 4. Біткойн клієнт. Референтна імплементація. Робота з клієнтом мережі. Альтерна-

тивні клієнти. 
Тема 5. Ключі, адреси, гаманці. Публічні та приватні ключі та криптографія. Криптографія 

еліптичних кривих. Біткойн адреси. 
Тема 6. Транзакції. Життєвий цикл транзакцій. Структура, входи та виходи транзакцій. 

Скрипти та скриптова мова програмування. 
Тема 7. Скрипти та скриптова мова програмування транзакцій. 
Тема 8. Біткойн мережа. Архітектура мережі. Типи та ролі вершин мережі. Пули транзакцій. 
Тема 9. Блокчейн. Структура блоку. Заголовок блоку. Ідентифікатори блоку: хеш заголовку 

блоку та висота блоку. 
Тема 10. Зв’язок блоків в блокчейн. Дерева Меркла. 
Тема 11. Майнінг і консенсус. Децентралізований консенсус. Незалежна верифікація транзак-

цій. Агрегація транзакцій в блоки. 
Тема 12. Нагороди за блоки, комісії. Алгоритм “Proof-Of-Work”. Складність та її коригування. 

Валідація блоку. Майнінг та гонки хеш-потужностей. Атаки на консенсус. 
Тема 13. Альтернативні блокчейни та їх застосування. Збереження купівельної спроможно-

сті. Індивідуальна автономія. 
Тема 14. Безпека біткойну. Принципи безпеки. Рекомендації до безпеки. Потенціальні про-

блеми та вектори атак. 
Тема 15. Потенціальні покращення та нові розробки. Багатоцільовий майнінг. Приватність 

транзакцій. 
 

4. Навчальні матеріали та ресурси 

Базова література 

1. Saifedean Ammous. Bitcoin Standard. The Decentralized Alternative to Central Banking Wiley; 1st edi-
tion, 2018, 304 р. 

2. Mastering Bitcoin / Andreas Аntonopoulos. [Електронний ресурс]. Режим доступу:  
https://github.com/bitcoinbook/bitcoinbook. 

Допоміжна література 

3. Референтна імплементація. [Електронний ресурс]. Режим доступу:  
https://github.com/bitcoin/bitcoin 

4. Дон Тапскотт, Алекс Тапскотт. Блокчейн-революція. Видавництво Літопис, 2019, 492 с. 

  

https://github.com/bitcoinbook/bitcoinbook
https://github.com/bitcoin/bitcoin
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Навчальний контент 
5. Методика опанування навчальної дисципліни (освітнього компонента) 

5.1 Лекційні заняття 

№ 

з/п 
Назва теми лекції та перелік основних питань 

1 
Вступ. Економічні та ідеологічні причини виникнення Біткойну. Гроші. Примітивні 
гроші. Гроші як метал. Гроші як гарантія від держави. Стабільна валюта. 

2 Що таке Біткойн. Історія Біткойну. Користувачі Біткойну. 

3 Як працює Біткойн. Транзакції. Блоки. Майнінг. Блокчейн. 

4 
Біткойн клієнт. Референтна імплементація. Робота зі клієнтом мережі. Альтерна-

тивні клієнти. 

5 
Ключі, адреси, гаманці. Публічні та приватні ключі та криптографія. Криптографія 

еліптичних кривих. Біткойн адреси. 

6 
Транзакції. Життєвий цикл транзакцій. Структура, входи та виходи транзакцій. 

Скрипти та скриптова мова програмування. 

7 
Скрипти та скриптова мова програмування транзакцій. Основні види скриптів. 

Конструювання скриптів (замикання та розмикання). Неповнота за Т’юрінгом. 

8 
Біткойн мережа. Архітектура мережі. Типи та ролі вершин мережі. Пули транзак-

цій. 

9 
Блокчейн. Структура блоку. Заголовок блоку. Ідентифікатори блоку: хеш заголовку 

блоку та висота блоку. 

10 Зв’язок блоків в блокчейн. Дерева Меркла. 

11 
Майнінг і консенсус. Децентралізований консенсус. Незалежна верифікація транзак-

цій. Агрегація транзакцій в блоки. 

12 
Нагороди за блоки, комісії. Алгоритм “Proof-Of-Work”. Складність та її коригування. 

Валідація блоку. Майнінг та гонки хеш-потужностей. Атаки на консенсус. 

13 

Альтернативні блокчейни. Альтернативні, валюти та застосування.  Альтернати-

вні алгоритми консенсусу. Збереження купівельної спроможності. Індивідуальна ав-

тономія. 

14 
Безпека біткойну. Принципи безпеки. Рекомендації до безпеки. Потенціальні про-

блеми та вектори атак. Атаки на системи розподіленого консенсусу. 

15 
Потенціальні покращення та нові розробки. Багатоцільовий майнінг. Приватність 

транзакцій.  
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5.2 Лабораторні роботи 

№ з/п Назва теми заняття та перелік основних питань 

1  
Вступ та окреслення цілей курсу. Знайомство та встановлення існуючої реалізації 
біткойн-протоколу. 

2  Створення програми для зберігання та синхронізації блоків. 

3  Створення програми для валідації блоків. 

4  Створення програми для майнінгу. 

5  Створення програми для виконання алгоритму Proof-Of-Work. 

6  Створення простого механізму транзакцій. 

7  Створення скриптової мови та простих скриптів для транзакцій. 

8  
Поєднання елементів створених програм для створення власної системи розподіле-
ного консенсусу. 

9  Введення додаткових ускладнень до алгоритму консенсусу для створеної програми. 

5.3 Розрахунково-графічна робота 

Тема: Проєктування та впровадження власного механізму консенсусу для системи блокчейн 
Мета роботи: Вийти за рамки базового алгоритму Proof-of-Work (PoW), дослідити, спроєк-

тувати та створити новий, оригінальний механізм консенсусу, який може бути використаний у 
вашій власній блокчейн-мережі. 

Основні складові розрахунково-графічної роботи: 
1. Теоретичний аналіз та дослідження 
Вивчення існуючих алгоритмів: Детально проаналізуйте основні механізми консенсусу, такі 

як Proof-of-Stake (PoS), Delegated Proof-of-Stake (DPoS), Proof-of-Authority (PoA) та інші. Зосередь-
теся на їхніх принципах роботи, перевагах (наприклад, швидкість, енергоефективність) та не-
доліках (ризики централізації, вразливості до атак). 

Визначення проблеми: Виявіть конкретну проблему, яку ваш алгоритм покликаний вирішити. 
Наприклад, ви можете зосередитися на підвищенні швидкості транзакцій, зменшенні спожи-
вання енергії або покращенні децентралізації. 

Проєктування нового алгоритму: На основі вашого дослідження, створіть новий механізм 
консенсусу. Чітко визначте правила для валідації блоків, способи, якими вузли досягають згоди, 
та механізми захисту від атак (наприклад, атаки 51%). 

2. Практична реалізація та інтеграція 
Модифікація коду: Інтегруйте ваш новий алгоритм консенсусу в код, створений під час лабо-

раторних робіт (зокрема, з робіт 8 та 9). Це вимагатиме змін у логіці валідації блоків, "майнінгу" 
(або еквівалентного процесу) та синхронізації. 

Написання нового коду: Запрограмуйте логіку вашого власного механізму консенсусу. Напри-
клад, якщо ви створюєте спрощену систему, схожу на PoS, вам потрібно буде реалізувати фун-
кцію, яка вибирає валідатора блоків на основі їх "частки" (stake), а не обчислення хешу. 

3. Тестування та оцінка результатів 
Розробка тестових сценаріїв: Створіть набір тестів для оцінки ефективності та продукти-

вності вашого нового алгоритму. 
Вимірювання показників: Виміряйте ключові метрики, такі як час валідації блоку, швидкість 

обробки транзакцій (транзакцій за секунду) та стійкість алгоритму до потенційних атак. 
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Графічне представлення: Створіть візуальні діаграми або графіки, щоб проілюструвати ре-
зультати ваших тестів. Наприклад, графік, що показує, як змінюється швидкість транзакцій зі 
збільшенням кількості вузлів у мережі. Це і є "графічна" частина вашої роботи. 

 

6. Самостійна робота студента 
Самостійна робота студентів при вивченні даної дисципліни має дві складові: теоретичну і 

практичну. Теоретична складова полягає у закріпленні матеріалу, що викладається під час лек-
ційного курсу, а також самостійного вивчення рекомендованої літератури. 

Практична складова полягає у створенні студентом клієнта власної системи розподіле-
ного консенсусу та його синхронізація з клієнтами своїх одногрупників. 
 

Політика та контроль 

7. Політика навчальної дисципліни (освітнього компонента) 

Система вимог, які ставляться перед здобувачем освіти: 

 відвідування лекційних та лабораторних занять є обов’язковою складовою вивчення матері-
алу; 

 на лекції викладач користується власним презентаційним матеріалом; 

 на лекції заборонено відволікати викладача від викладання матеріалу, усі питання, уточ-
нення тощо студенти задають в кінці лекції у відведений для цього час; 

 на лекціях забороняється використовувати ноутбуки та смартфони з метою, яка не стосу-
ється занять; 

 лабораторні роботи проходять у формі комп’ютерного практикуму. Основним завданням 
циклу лабораторних занять є робота зі створення і використання власної системи розподі-
леного консенсусу. При цьому студенти мають не тільки створити власний клієнт, а й син-
хронізувати його у мережу з розробками своїх одногрупників. 

заохочувальні бали виставляються за: 

 активність на лекціях; 

 участь у факультетських та інститутських олімпіадах з навчальних дисциплін; 

 участь у конкурсах робіт; підготовку оглядів наукових праць, презентацій по одній із тем ди-
сципліни тощо; 

 кількість заохочуваних балів не більше 10; 

штрафні бали виставляються за: невчасну здачу лабораторних робіт. 
Інклюзивне навчання. Засвоєння знань та умінь в ході вивчення дисципліни «Комп’ютерна 

електроніка» може бути доступним для більшості осіб з особливими освітніми потребами, ок-
рім здобувачів з серйозними вадами зору, які не дозволяють виконувати завдання за допомогою 
персональних комп’ютерів, ноутбуків та/або інших технічних засобів. 

Неформальна/інформальна освіта. Порядок визнання результатів навчання, набутих у 
неформальній/інформальній освіті здобувачами, які навчаються в КПІ ім. Ігоря Сікорського, регу-
люється «Положенням про визнання в КПІ ім.Ігоря Сікорського результатів навчання, набутих у 
неформальній/інформальній освіті» (https://osvita.kpi.ua/node/179) та наказом «Про особливості 

https://osvita.kpi.ua/node/179
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визнання результатів навчання в умовах правового режиму воєнного стану» 
(https://document.kpi.ua/files/2022_HOH-164.pdf)  

 

Види контролю та рейтингова система оцінювання результатів навчання (РСО) 

Рейтинг студента з дисципліни складається із балів стартового рейтингу (протягом се-
местру) та балів за екзамен. Бали стартового рейтингу протягом семестру студент отримує 
за: 

 виконання і захист лабораторних робіт; 

Критерії нарахування балів: 

Бали нараховуються за виконання та захист лабораторних робіт. Протягом семестру 
студенти виконують 9 лабораторних робіт. Виконання робіт оцінюється наступним чином: 

Таблиця 1. Максимальна можлива кількість балів за кожну роботу 
 

Номер роботи Максимальна кількість балів 

1 5 

2 10 

3 10 

4 10 

5 10 

6 10 

7 15 

8 15 

9 5 

РГР 10 

Таким чином, студент за семестр може набрати 100 балів, з яких і складається його під-
сумкова оцінка, якщо вона виставляється за поточною успішністю. Якщо екзамен проводиться 
за звичайною процедурою, то підсумкова оцінка обчислюється як середнє арифметичне зазначе-
ного вище балу та 100-бальної оцінки на екзамені. 

 Таблиця 2. Переведення рейтингових балів до оцінок за університетською шкалою 

Бали Оцінка 

95-100 відмінно 

85-94 дуже добре 

75-84 добре 
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Бали Оцінка 

65-74 задовільно 

60-64 достатньо 

Менше 60 незадовільно 

Є незараховані лабораторні роботи та/або ство-
рення власного курсу на оцінку «незадовільно» 

не допущено 

 

Робочу програму навчальної дисципліни (силабус): 

Складено доцентом кафедри СПіСКС, к.т.н., доцентом Щербиною Олександром Андрійови-
чем і асистентом кафедри СПіСКС, Щербиною Богданом Олександровичем, 

Ухвалено кафедрою СПіСКС (протокол  № 6 від 28.01.2025),  

Погоджено методичною комісією факультету ПМ (протокол № 11 від 03.02.2025). 

 


